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Grant only specific users access to a specific QUADOAP® license key

In some cases, it is required that only specific users are granted access to a specific QUADOA®
license. This is particularly important if multiple QUADOA® license keys are installed on the same
company license server.

A) Generating a client identity on the license server.
On the license server machine do following steps:

1. On the license server machine open the Sentinel Admin Control Center (ACC) by typing in
the browser http://localhost:1947/

2. Navigate to the Configuration Tab and click on Access from Remote Clients. Activate the
checkboxes as in Figure 1. In the field “Public Address for Access With Identity and ACC”
enter the IP address of the server, on that the QUADOA® network license is installed. Click on
Submit.
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Figure 1: Configuration Access From Remote Clients

Page 1 of 3


http://localhost:1947/

3.

N/ QUADOA

\ optical systems

To generate a new client identity, navigate to the Client Identities Tab. There click on Add
Client Identity to generate a new client identity.

Important note: Each client identity can only be used by one user. If several users want to
get access to the same license Key, it is necessary to generate a single client identity for
every single user.
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Figure 2: Sentinel Admin Control Center (ACC) Client Identities Tab

4.
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b)

d)

In the Client Identity Window, it is required to specify the client identity.

Issued to: Add a specific name e.g. “User 1”

Identity String: This string is a unique string for the specific user/client identity “User 1”. Copy and
store that string, since you need to send this string later to the end-user.

Activate the Allow Remote Login Access Checkbox

Limit to: Specify the License Key IDs of one or more QUADOA® licenses installed on the license server
machine you want to grant access to “User 1”. A remote machine with the identity string can only
access licenses from those protection keys. To see the License Key IDs, switch to the Sentinel Keys Tab
in the ACC. To add more than one License Key ID, separate the IDs by pressing the “Enter” button on
your keyboard.

Maximum Number of Auto-registered Machines: Select the number of different machines that can
register with the identity string. If the number is set for example to 2, “User 1” can register with same
identity string on 2 different machines (e.g. for a machine working at company and for a machine
working at home).

Expiration Date: Set to Never Expires or set a specific date if the client identity should expire on a
specific date.

Click on Save
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Figure 3: Add Client Identity
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B) On the end-user client machine do following steps:

5. On the end-user client machine open the Sentinel Admin Control Center using the address in
your web browser http://localhost:1947/

6. Switch to Configuration and go to the Access to Remote License Managers Tab.
7. Check the Allow Access to Remote Licenses checkbox
8. Insert the identity string that was generated in step 4 b)
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Figure 4: Access to Remote License Managers

9. Click on Submit

10. Afterwards the client end-user should have access to the specific license Key ID of QUADOA®
Optical CAD specified for the identity string.
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